
 

COMPANIES AREN’T TAKING IT SERIOUSLY

WHY YOUR PRINTERS ARE 
AN EASY TARGET FOR

63%
90%

PRINT-RELATED DATA BREACH 4

PRINT-RELATED DATA LOSS 5

OFFICES HAVE BAD PRINTING HABITS

44%
of network printers 
allow unauthorized

access to data 3

21%
increase in security 
vulnerabilities over 

the past year 2

are vulnerable to attacks from 
hackers looking to bypass firewalls 1

165M

74%
don’t think printers
are at high risk for a 

security breach 6

95%
of workers have a 

habit that is risking 
print security10

3 OUT OF 5
organizations aren’t deploying 
printer user authentication and 

administrative passwords 7 

of companies ignore 
printers in their overall 
security strategy 9

of IT managers believe 
their printers are likely 

infected with malware 8

64% 56%

of office workers have thrown away 
printed documents without shredding 11

of office workers have printed documents 
but left the copies in the printer tray 12 

of office workers have picked up someone 
else’s documents from the printer 13 

27%

24%

20%
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NETWORK PRINTERS

CYBER
ATTACKS

INCREASING VULNERABILITY

Enterprises surveyed reported that unsecured printing has impacted their data security: 
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DOWNLOAD THE PRINT SECURITY WHITE PAPER

It’s imperative that you act immediately to protect not only your printers but the 
information being outputted. If not, you are placing your organization’s brand and 

financial wellbeing at risk as confidential and propriety information is compromised.

https://www.kofax.com/documentsareyourbusiness

